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1. OBIIUE IMOJIOKEHUSA

OueHouHble MaTepualbl — 3TO COBOKYHNHOCTh y4€OHO-METOJUYECKUX
MaTepualioB (KOHTPOJIbHBIX 3aJaHUi, ONMUcCaHuM (GopM M MOPOUEAYpP IPOBEPKH),
MpeIHA3HAYCHHBIX JJI1 OIIEHKM KauyecTBa OCBOEHHUS OOyYaroIIMMHCS JaHHOU
mucuIuinebel kak yactu OITOIL.

Llenp — OLEHUTH COOTBETCTBHE 3HAHUM, YMEHUHN U BIaJCHUI, TPUOOPETECHHBIX
oOydJaromumMcs B MpoIecce U3y4eHus AUCIUILIMHEL, 1efisM U TpedoBanusm OIIOII B
XOJI€ IPOBEJIEHUS TEKYLIEro KOHTPOJIS U IPOMEKYTOUHOM aTTeCTallUu.

OcHoBHast 3agaya — OOECHEYUTh OLEHKY YPOBHS CPOPMUPOBAHHOCTH
YHUBEPCAJIbHBIX, 0011enpodhecCHOHANBHBIX U PO(ECCUOHATBHBIX KOMIETEHIUH.

KoHTponp 3HaHuil 00yyaromuxcsi mpoBOAUTCS B (OpME TEKYIIETO KOHTPOJIS U
IPOMEXYTOYHOM aTTEeCTallUU.

Texymuii KOHTPOJb YCIEBAEMOCTH MPOBOAUTCS C LEJIbI0 OINpEeAeICHUS
CTETNIEH! YCBOCHHMs y4eOHOr0 MaTepHalia, CBOEBPEMEHHOIO BBISBICHHS U yCTPAHEHUS
HEJOCTAaTKOB B TMOJATOTOBKE OOYYAIOIIUMXCS WU TNPUHATHA HEOOXOJUMBIX MeEp IO
COBEPIIEHCTBOBAHUIO METOJMKH MPEIOAaBaHusl yueOHOM TUCHIUIUTMHBI, OpraHu3aIiu
paboThl OOydYarIUXCS B XOJA€ YYEOHBIX 3aHATUA U CaMOCTOSITENIbBHOW paboThI,
OKa3aHMsI UM MHJIUBHUIYaJIbHON MTOMOIIIH.

K xoHTpOIIO TeKyIIel ycrieBaeMOCTH OTHOCUTCS ITPOBEPKA 00 yUaIOIINXCS

- Ha JIEKIIMOHHBIX 3aHATUSAX IYyTEM MIPOBEICHHUS TEKYIETO TECTUPOBAHHS;

- 10 pe3yJIbTaTaM BBINIOJIHEHUS 3aJaHUN Ha MPAKTUYECKUX 3aHATUAX;

- 10 pe3yJibTaTaM BBIMOJTHEHUS 3a/IaHUN JTsl CAMOCTOSITENIbHOU paboTHhI.

Ilpomesrcymounasa ammecmauua npoeooumces 6 gpopme 3auema — ycHHbLIl
Onpoc NO  YMEEPHCOEHHbIM  GONPOCAM, CHOPMYIAUPOCAHHBIM C  YUEHOM
cooeprcanun yueoHou oucyuniunsl. B ounem exnouaemcs 0eéa meopemuydeckux
gonpoca no memam Kypca.

[Ipu oueHuBaHuM (ONPEAECICHUU) PE3YJIbTATOB OCBOCHUS JAUCHUILIMHBI
OpUMEHSETCS TPAAUIIMOHHAS CHUCTEMa (3a4TeHO/HE 3auTeHO, OTJIMYHO, XOpOIIIO,
yIOBJIETBOPUTEIIBHO, HEYOBIETBOPUTEIBHO).

2. OIMCAHUE NMOKA3ATEJIEH U KPUTEPUEB OLIEHUBAHUSA
KOMIIETEHIIUHA

ChopMHUPOBAaHHOCTh KaXJIOW KOMIICTCHIIMM B pPaMKaxX OCBOCHHS JTaHHOM
JUCUUIUIMHBI OIIEHUBAETCS M0 TPEXYPOBHEBOM IIKAJIE:

1) mOpOTOBBIA YPOBEHB SBISCTCS OOSM3aTSIIBHBIM JIJIS BCEX OOYJAFOIIUXCS IO
3aBEPIICHUU OCBOEHUS TUCIUIUINHBI,

2) TPOJIBUHYTHIA YPOBEHb XapaKTEPU3YETCs IMPEBBIMICHUEM MHHUMAIbHBIX
XapaKTepUCTUK CHOPMHUPOBAHHOCTH KOMIIETCHIIMA 110 3aBEPIICHUH OCBOCHHUS
JUCUUTLUIAHBL;

3) OSTaJOHHBIA YPOBEHb  XapaKTEPU3YEeTCs  MaKCHMaJIbHO  BO3MOXKHOMN
BBIPQXKEHHOCTHIO KOMIIETCHIIUN U SIBJISIETCS BaXKHBIM KAaue€CTBEHHBIM OPHEHTHUPOM
JUTIsl CAMOCOBEPIICHCTBOBAHUSI.



ITo muciunnuHe «VHOCTpaHHBIM A3BIK» IPELYCMOTPEHA TpaaULIMOHHAs
CUCTEMA OLICHKHU PEe3yNbTaTOB 00yueHus. Kpureprun OoleHKH MO JUCUUILIIUHE 3aBUCST
OT Pe3yJbTAaTOB TEKYIEW U MPOMEKYTOUHON aTTeCTaluil cTygeHTa. YITorossiii 6amn
CTYACHTA OIpPENEIIACTCA IyTEM CYMMHUPOBAHUSA OLICHOK, IOJYYEHHBIX CTYACHTOM Ha
BCEX aTTEeCTALMIX, IPOBOJUMBIX B TEUEHUE CEMECTPA COTJIAaCHO Y4ueOHOMY rpaduky.

3. ITACHHOPT ONEHOYHbBIX MATEPHUAJIOB 11O IUCHUII/IMHE

MOAYJIIO)
Kontposmpyemsie pasaeas! | Kox HaunmeHoBaHMe OLICHOYHOIO
(TemMbl) IMCUUIJIMHBI (Pe3yJbTAaThl | KOHTPOJMPYEMOM | cpeacTBa
1o pasjaesiam) KOMIIeTEHIIMH
(u1u eé yacTn)
2 3 4
Tema 1. Ryazan State Radio YK -4 OTBeThI Ha MTPAKTHYECKHE,
Engineering University (Ps3anckwuii TBOPYECKHE U TECTOBEIC
rOCyJapCTBEHHBIH 3aJlaHus, 3a4eT
pPaMOTEXHUYCCKHI YHUBEPCHUTET).
Tema 2. Nature of engineering YK -4 OTBETHI Ha IPAKTUYECKHE,
(OcHoBa MHXEHEPHOTO JIeTa). TBOPYECKHE U TECTOBBIC
3aJ[aHus, 3a4eT
Tema 3. History of engineering YK -4 OTBETHI HAa IPAKTUYECKHE,
(UcTopust HH>)KEHEPHOTO Jera). TBOPYECKHE U TECTOBBIC
3aJlaHus, 3a4€T
Tema 4. Field of engineering YK -4 OTBETHI HAa IPAKTUYECKHE,
(Cdepnr WH)XEHEPHOU TBOPYECKHE U TECTOBBIC
JESTEITBHOCTH). 3aJ[aHus, 3a4eT
Tema 5. Famous  engineers YK -4 OTBeTHI HA TPAKTUYECKHUE,
(M3BeCTHBIC HHXKEHEDPHI). TBOPYECKHE U TECTOBBIC
3aJ[aHusl, 3a4eT
Tema 6. 20th Century greatest YK -4 OTBeTHI HA TPAKTUYECKHUE,
engineering achievements TBOPYECKHE U TECTOBBIC
(Benmuuaiitue poctmwxenus 20-oro 3aJlaHusl, 3a4eT
BeKa B 00JIACTH WHKCHEPHOTO JIeNa).
Tema 7. Future of engineering YK -4 OTBETHI Ha IPAKTUYECKHUE,
(Bynyiee nH>xeHepHOTO JeTa). TBOPYECKHE U TECTOBBIC
3aJlaHusl, 3a4eT
Tema 8. Engineering ethics (Otuka YK -4 OTBeThl Ha IPAKTUYECKUE,
WH)XEHEPHOTO JIeNIa). TBOPYECKHE U TECTOBbIE
3aJjaHus, 3a4eT
Tema 9. Engineering design and YK -4 OTBETHI Ha IPAKTUYECKHUE,
drawings (Texnnueckoro TBOPYECKHE U TECTOBbIE
MIPOEKTUPOBAHNE U YEPUCHUE). 3aJjaHus, 3a4eT
Tema 10. Language of numbers YK-4 OTBeTHI HAa IPAKTHYECKUE,
(A3wIK I DP). TBOPYECKHE U TECTOBbIE
3aJlaHus, 3a4eT
Tema 11. Use of computers in YK -4 OTBeTHI Ha MPAKTUYECKHUE,
engineering (ITpumenenue TBOPYECKHE U TECTOBbIE




KOMIIBIOTEPOB B obsactu 3aJlaHusl, 3a4eT
VHXEHEPHOTO JIeNa).

Tema 12. Parts of computer systems. YK -4 OTBeThI Ha IPAKTUYECKHE,
Software. Hardware. (Yactu TBOPYECKHE U TECTOBbIC
KOMITBIOTEPHOI CHCTEMBI. 3aaHus, 3a4eT
[IporpammHuoe u arrapaTHoe

obecrnieueHue).

Tema 13. Central processing unit and YK -4 OTBETHI Ha IPAKTUYECKHUE,
microprocessor. Computer TBOPYCCKHEC U TCCTOBBLIC
applications. (LlenTpanbHbI 3aaHHs, 3a4eT
IpOLECCOP M MHKPOIIPOIIECCOP.

[MpukiaaHbIe BBIYHMCIIUTEIILHBIC

CHUCTEMBI.)

Tema 14. Operating systems. YK-4 OTBeThl Ha TPAKTUYECKUE,
Application programs. TBOPYECKHE U TECTOBbIC
(OmnepanimoHHbIe CHCTEMBI. 3aJlaHus, 3a4eT

[IpuknanHeie IpOrpaMMmsl).

Tema  15. Maintenance  and YK-4 OTBeTHI HAa TPAaKTUYECKHUE,

improvement (Texuuueckoe TBOPYECKHE U TECTOBBIE

o0cmy>)KuBaHUE " 3a/laHusl, 3a4eT

COBEPIIICHCTBOBAHUE).

Tema 16. Computer networks YK-4 OTBeTHI HA TPAKTUYECKHUE,

(KoMmmproTepHbie ceTH) TBOPYECKHE U TECTOBBIC
3aJaHusl, SK3aMeH

Tema 17. The internet (Murepuer) YK -4 OTBETHI HAa IPAKTUYECKHE,

TBOPYECKNE U TECTOBELIC
3aJaHHuA, DK3aMCH

Tema 18. Websites (Be6-caiiThi) YK -4 OTBETHI HAa IPAKTHYECKHE,
TBOPYECKHE U TECTOBBIC
3aJIaHKs, DK3aMeH

Tema 19. Communication systems YK -4 OTBETHI HAa IPAKTUYECKHE,

(CucTeMbl KOMMYHUKAIIHN) TBOPYECKHE U TECTOBBIC
3a1aHusl, YK3aMEH

Tema 20. The future of IT (bynymiee YK -4 OTtBeThl Ha IPAKTUYECKHUE,

MH(QOPMAIIMOHHBIX TEXHOJIOTHIA) TBOPYECKHE U TECTOBBIC

3aJaHus, OK3aMCH

4.0OPMbI TEKYIIET'O KOHTPOJIA
Texkyuuii KOHTPOJb YCIEBAEMOCTH MPOBOJUTCA C LEIbIO ONpPEAeIICHUS
CTENEHU YCBOEHHUSI Y4E€OHOTO MaTepualia, CBOEBPEMEHHOTO  BBISBICHUS u
YCTpaHEHUs HEJOCTATKOB B MOJIFOTOBKE OOYYAIOIIMXCS U MPUHSITUS HEOOXOIUMBIX
Mep 1O COBEpPUICHCTBOBAHHWIO METOJMKH TMpPENoJAaBaHUsl Y4EOHOU IUCIUIUIMHBI,
opraHuzanuu paboThl OOY4YAIOUIUMXCS B XOJE€ YYEOHBIX 3aHSATUM M OKazaHUs
UM UHIUBUIYAIbHOW MOMOIIIH.
K xoHTponto Tekymien ycrneBaeMOCTH OTHOCSTCS NMPOBEPKAa 3HAHWM, YMEHUH U
HaBBIKOB ~ OOydYalolUXCA: Ha  3aHIATUSX, 1O  pe3yjbTaTaM  BBINOJHEHUS



oOy4YaromMMHUCS HMHIMBUIYAIbHBIX 3aJaHUil, MPOBEPKH KadyecTBa IMOATOTOBKU K
IIPAKTUYECKUM 3aHATUAM U MHBIX MAaTEPUAJIOB.

Tekymuil KOHTPOJIb 110 AUCHUIUINHE «IHOCTpaHHBIN A3BIK» OCYLIECTBIAETCS B
TE€YEHHE CEMECTPA B YCTHOM U MUCbMEHHOW JopMe B BUI€ KOHTPOJIbHBIX U TECTOBBIX
paboT, YCTHBIX OMPOCOB, TBOPUECKHUX 3aJaHUM U MPOEKTOB.

5. ®OPMbI IPOMEXYTOUYHOI'O KOHTPOJIAA

dopmMaMu MTPOMEKYTOUYHOT'O KOHTPOJISL MO AUCHMIUIMHE SIBJISFOTCS 3a4ETHI B |-
3 cemecTpax, 3K3aMe€H B 4eTBEpTOM ceMecTpe. dopMa NpoBENEHHS HK3aMEHA —
YCTHBIN OTBET, o YTBEPKIACHHBIM AK3aMEHaIIMOHHBIM owerawm,
c(hOpMYyJIUPOBAHHBIM C YYE€TOM COJepkKaHUS YuyeOHOU JucHUIUIUHBL. OO0BEKTOM
KOHTPOJISL SIBIIIIOTCA KOMMYHMKATHBHBIE YMEHHUS BO BCE€X BHIAX PEYEBOU
NEATeNIbHOCTH  (ayJaupOBaHUE, TOBOPEHHE, YTEHUE, MHChMO), OTpPAaHUYCHHBIC
TEMaTUKOHN U MPOOJIEMAaTUKON U3yUaeMbIX pa3/eioB Kypca.

6. THUIIOBBIE KOHTPOJIBHBIE BOIIPOCbBlI GAJAHUSA) H
KPUTEPUU OLIEHKUA

6.1. 3auér
a) TUNIOBbIE BONPOCHI (3aJaHUA)

Bonpoc 1. IIpoBepka 3HaHusi rpaMMaTUKH (B (popMe TECTUPOBAHUS) IO

NMPOUIEHHBIM I'PAMMATHYECKUM (popmam.

Passive voice — test

Open the brackets using the correct form of the verbs in the Passive voice. Translate into
Russian.

1. This equipment (to buy) four years ago. (was bought)

2. A new electronic device (to use) next month. (will be used)

3. All engineers of our plant already (to invite) to the meeting that will take place next Monday.
(have been invited)

4. The worker’s machine-tool (cranoxk) (to mend — uunuts) at the moment. (is being mended)
5. The equipment already (to pack). (has been packed)

6. Our plant can (to see) from a long distance. (be seen)

7. The guests must (to meet) at noon. (be met)

8. A new laboratory (to construct) now. (is being constructed)

9. The work (to finish) by 60’clock tomorrow. (will have been finished)

10. After the new device (to test) it (to install) in the laboratory. (had been tested, was installed)
11. The experiment (to conduct) when | entered the laboratory. (was being conducted)

12. The electric energy (to distribute) by these devices. (is distributed)

Test: infinitive, gerund, participle

1. He seemed___all about influenza and said___was nothing___about.

a) to know, it, to worry, b) to be knowing, there, worrying, ¢) to know, there, to worry,
d) to have known, it, to have been worried

2. I don't object__ there, but I don't want ___ alone.

a) to your living, you living, b) you to live, your living, c) your living, you to live

d) to your living, you to live




3. I remember___that hill in twilight. An age seemed ___since the day that brought me first to
London.
a) descending, to have elapsed, b) to have descended, to have elapsed, c) to descend, to elapse
d) being descended, to be elapsed
, having brought, latest, d) being watched, having sorted, to have been brought, last
4. On his way home Andrew could not help__what ___charming fellow Ivory had turned
out
a) toreflect, a, to be, b) being reflected, the, have been, ¢) reflecting, the, be, d) reflecting, a, to
be
___paperissaid___by Chinese.
a) __,tohave been invented, the, b) the, to have been invented, ,c¢) _ ,to have invented,
d) the, to be invented, the
6. There is no point___to him. Heis___last man in the world___by any such circumstances.
a) to speak, the, to trouble, b) to speak, , being troubled, c) speaking, a, be troubled
d) in speaking, the, to be troubled
7. It's high time you___like that. He is fond___fun of everybody.
a) get used to him to behave, to make, b) used to his behaving, about making,
c) got used to his behaving, of making, d) used to behave, to make
8. words about the author himself, the lecturer went on___of his works.
a) after saying, a few, to speak, b) saying, few, to speak, ¢) having said, few, speaking,
d) to have said, a few, speaking
9. Did you remember___the parcel | gave you? —Yes, | remember___it a week ago.
a) to post, posting, b) to post, to post, ¢) posting, to post, d) posting, posting
10. I am afraid___to him. What if he really has the power to stop__there, and means__them
against me?
a) to speak, me go, to turn, b) of speaking, my going, turning, c) to speak, my going, to turn
d) speaking, me going, to turn
Ic, 2d, 3a, 4d, 5a, 6d, 7¢, 8a, 9a, 10c
Bomnpoc 2. IIpoBepka 3HaHMS JIEKCHKH 110 MPOHJIEHHBIM TeMaM.
1. Complete the sentences choosing the most suitable word
1. The most common for planning the program logic are flowcharting and pseudo code.
a) technologies; b) technics; c) techniques
2. was designed for dealing with the complicated mathematical calculations of
scientists and engineers.
a) COBOL; b) FORTRAN; c) PL/I
3. is the foundation of any programming languages.
a) a set of rules; b) a group of numbers; c¢) a lot of instructions
4.1/0 match the physical and electrical characteristics of input-output devices.
a) interchanges; b) interfaces; c) interpretations
5. Letter-quality, dot-matrix and ink-jet printers are all printers.
a) line; b) page; c) character
6. The most common device used to transfer information from the user to the computer is
the
a) keyboard; b) printer; ¢) modem
7. Input-output units link the computer to its external
a) requirement; b) development; ¢) environment
8. 1/ O devices can be classified according to their speed, visual displays being devices.
a) high-speed; b)medium-speed; ¢) low-speed
2. Match the terms with their definitions
1. Computer a) an electronic device accepting data processing results from the
computer system
2. Input b) the unit performing arithmetic operations called for in the instructions




3. Output c) the unit coordinating all the activities of various components of the
computer. It reads information, interprets instructions, performs
operations, etc.

4. Software d) a set of programs designed to control the operation of a computer

5. Hardware e) lists of instructions followed by the control unit of the CPU

6. Storage f) an electronic device keying information into the computer

7. CPU g) the unit holding all data to be processed, intermediate and final results
of processing

8.CU h) visible units, physical components of a data processing system

9. ALU i) the unit that directs the sequence of system operations, selects
instructions and interprets them

10. Program J) adevice with a complex network of electronic circuits that can process
information, make decisions, and replace people in routine tasks

Bomnpoc 3. beceaa no npoiAeHHbIM TeMaM.

Write an essay on the topic “The impact of Engineering on a Global Society”/
You should write at least 250 words. And present your report in look up and say
manner.

Bonpoc 4. BeinosiHeHHe NMCbMEHHBIX pa00T B paMKaXx NMPOiiAeHHbIX MOy I€eil.
Read and translate the text “Applications of Automation and Robotics in Industry”

Manufacturing is one of the most important application area for automation technology.
There are several types of automation in manufacturing. The examples of automated systems used
in manufacturing are described below.

1. Fixed automation, sometimes called «hard automation» refers to automated machines in
which the equipment configuration allows fixed sequence of processing operations. These
machines are programmed by their design to make only certain processing operations. They are not
easily changed over from one product style to another. This form of automation needs high initial
investments and high production rates. That is why it is suitable for products that are made in large
volumes. Examples of fixed automation are machining transfer lines found in the automobile
industry, automatic assembly machines and certain chemical processes.

2. Programmable automation is a form of automation for producing products in large
guantities, ranging from several dozen to several thousand units at a time. For each new product
the production equipment must be reprogrammed and changed over. This reprogramming and
changeover take a period of non-productive time. Production rates in programmable automation
are generally lower than in fixed automation, because the equipment is designed to facilitate
product changeover rather than for product specialization. A numerical-control machine-tool is a
good example of programmable automation. The program is coded in computer memory for each
different product style and the machine-tool is controlled by the computer programme.

3. Flexible automation is a kind of programmable automation. Programmable automation
requires time to re-program and change over the production equipment for each series of new
product. This is lost production time, which is expensive. In flexible automation the number of
products is limited so that the changeover of the equipment can be done very quickly and
automatically. The reprogramming of the equipment in flexible automation is done at a computer
terminal without using the production equipment itself. Flexible automation allows a mixture of
different products to be produced one right after another.

1. Answer the questions :

1. What is the most important application of automation?

2. What are the types of automation used in manufacturing?
3. What is fixed automation?




. What are the limitations of hard automation?

. What is the best example of programmable automation?

. What are the limitations of programmable automation?

. What are the advantages of flexible automation?

. Is it possible to produce different products one after another using automation technology?

. Find equivalents in English in the text:

chepa npumeHeHus, 2. (PUKCHpPOBAHHAS TOCIECIOBATEIHHOCTh OIEPANNN, 3. aBTOMATHYCCKUE
C60p0‘-IHI)Ie MalInuHkbI, 4. ONPCACIICHHBIC XHMMHWYCCKHUE IIPOLCCCHI, 5. CTaHOK C YHCJIOBBIM
IIPOrpaMMHBIM yIpaBieHUEM, 6. TOTEpPSHHOE IPOU3BOJACTBEHHOE BpeMs, 7. pa3HOOOpa3Has
IPOAYKIIUS

3. Explain in English what does the following mean?

1. automation technology 2. fixed automation 3. assembly machines 4. non-productive time

5. programmable automation 6. computer terminal 7. numerical-control machine-tool

Bonpoc 5. IlepeBoa co ciaoBapém. Ilpeasiaraercs sl nepeBoaa TeKCT 00bEMOM
1200 3HaxoB TexHHYecKoil HanpaBjieHHocTH. Ha moaroroBky naércsa 40 muHyT.
Paspemaercs ucnoab30BaHue CJI0Bapsi PH MOATOTOBKeE.

— N oo~ U

WHAT IS A COMPUTER?

The term computer is used to describe a device made up of a combination of electronic and
electromechanical (part electronic and part mechanical) components. Computer has no intelligence
by itself and is referred to as hardware. A computer system is a combination of five elements:

» Hardware

* Software

* People

* Procedures

* Data/information

When one computer system is set up to communicate with another computer system,
connectivity becomes the sixth system element. In other words, the manner in which the various
individual systems are connected — for example, by phone lines, microwave transmission, or sat-
ellite — is an element of the total computer system.

Software is the term used to describe the instructions that tell the hardware how to perform a
task. Without software instructions, the hardware doesn't know what to do. People, however, are the
most important component of the computer system: they create the computer software instructions
and respond to the procedures that those instructions present.

The basic job of the computer is the processing of information. Computers accept information
in the form of instruction called a program and characters called data to perform mathematical
and logical operations, and then give the results. The data is raw material while information is
organized, processed, refined and useful for decision making. Computer is used to convert data into
information. Computer is also used to store information in the digital form.

Kpurepuu oueHku Ha 3a4ere:

«3a4TeHO» CTaBUTCS B TE€X CIIy4asiX, KOTJla CTYJICHT BBINOJHSET TecThl Ha 60 u
OoJniee TPOIICHTOB, BBHIMOJHSAET MHCHMEHHBIE Pa0OTHI B paMKax MPEIJIOKEHHBIX
MOJyJIel, OTBEYaeT Ha BOMPOCHI K 3a4E€Ty TOYHO, WJIM OJM3KO K TOYHOMY OTBETY,
OTBEYAET HA JIOIMOJHUTEIIBHBIE BONPOCHI MPENOIABATENS, IEPEBOAUT MPEAIOKEHHBIN
TEKCT OJIN3KO K OPUTHHATY.

«He 3auTeHO» CTaBUTCS B TOM CJIy4dae, €CJIU CTYJICHT BBINOJHIET TECThl Ha
MeHee 4eM 60 MpOUEHTOB, HE BBINOJIHAET NUCbMEHHBbIE pPabOTHl B paMKax



MPEVIOKEHHBIX MOJYJEH, HEe OTBEYAaeT Ha BOMPOCHI K 3a4eTy WU 3aTPyIAHSETCS
OTBEYaTh HA OCHOBHBIE M JOMOJIHHUTEIIbHBIE BOMPOCHI, MOKA3bIBAET OTPHIBOUHBIC
3HAHMSI, 3aTPYAHIETCS C IEPEBOJOM MPETIOKEHHOTO TEKCTA.

6.2. Dx3ameHn
a) TUIIOBbIE BONPOCHI (3aJaHUA)

Ok3aMeH 1o aucuuiuiuHe «VHOCTpaHHBIM A3BIK» COCTOUT U3 4
VCTIBITAHWU M :

Bonpoc Nel — pedepupoBanue: npenjaraercss Teket oobémom 5000
NEYaTHBIX 3HAKOB, KOTOPBIA HEOOXOJMMO MPOYUTATh, OHITh U U3JOXKUTh CYTh Ha
PYCCKOM si3bIKE C 00s3aTelIbHBIM aHAJIM30M W YyKa3aHueM cBoero MHeHus. Ha
NOJITOTOBKY JA&TCs 2 aKaJeMUYEeCKUX Jaca.

Computer security

Computer security is a branch of computer technology known as information security as
applied to computers and networks. The objective of computer security includes protection of
information and property from theft, corruption, or natural disaster, while allowing the information
and property to remain accessible and productive to its intended users. The term computer system
security means the collective processes and mechanisms by which sensitive and valuable
information and services are protected from publication, tampering or collapse by unauthorized
activities or untrustworthy individuals and unplanned events respectively. The strategies and
methodologies of computer security often differ from most other computer technologies because of
its somewhat eluding objective of preventing unwanted computer behavior instead of enabling
wanted computer behavior.

The technologies of computer security are based on logic. As security is not necessarily the
primary goal of most computer applications, designing a program with security in mind often
imposes restrictions on that program's behavior.

There are 4 approaches to security in computing, sometimes a combination of approaches is
valid:

Trust all the software to abide by a security policy but the software is not trustworthy (this is
computer insecurity).

Trust all the software to abide by a security policy and the software is validated as
trustworthy (by tedious branch and path analysis for example).

Trust no software but enforce a security policy with mechanisms that are not trustworthy
(again this is computer insecurity).

Trust no software but enforce a security policy with trustworthy mechanisms.

Many systems have unintentionally resulted in the first possibility. Since approach two is
expensive and non-deterministic, its use is very limited. Approaches one and three lead to failure.
Because approach number four is often based on hardware mechanisms and avoids abstractions and
a multiplicity of degrees of freedom, it is more practical. Combinations of approaches two and four
are often used in a layered architecture with thin layers of two and thick layers of four.

There are various strategies and techniques used to design security systems. However there
are few, if any, effective strategies to enhance security after design. One technique enforces the
principle of least privilege to great extent, where an entity has only the privileges that are needed for
its function. That way even if an attacker gains access to one part of the system, fine-grained
security ensures that it is just as difficult for them to access the rest.

Furthermore, by breaking the system up into smaller components, the complexity of
individual components is reduced, opening up the possibility of using techniques such as automated
theorem proving to prove the correctness of crucial software subsystems. This enables a closed
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form solution to security that works well when only a single well-characterized property can be
isolated as critical, and that property is also assessible to math. Not surprisingly, it is impractical for
generalized correctness, which probably cannot even be defined, much less proven. Where formal
correctness proofs are not possible, rigorous use of code review and unit testing represent a best-
effort approach to make modules secure.

The design should use "defense in depth”, where more than one subsystem needs to be
violated to compromise the integrity of the system and the information it holds. Defense in depth
works when the breaching of one security measure does not provide a platform to facilitate
subverting another. Also, the cascading principle acknowledges that several low hurdles does not
make a high hurdle. So cascading several weak mechanisms does not provide the safety of a single
stronger mechanism.

Subsystems should default to secure settings, and wherever possible should be designed to
"fail secure” rather than "fail insecure™ (see fail-safe for the equivalent in safety engineering).
Ideally, a secure system should require a deliberate, conscious, knowledgeable and free decision on
the part of legitimate authorities in order to make it insecure.

In addition, security should not be an all or nothing issue. The designers and operators of
systems should assume that security breaches are inevitable. Full audit trails should be kept of
system activity, so that when a security breach occurs, the mechanism and extent of the breach can
be determined. Storing audit trails remotely, where they can only be appended to, can keep intruders
from covering their tracks. Finally, full disclosure helps to ensure that when bugs are found the
"window of vulnerability" is kept as short as possible.

Bonpoc Ne2 — mepeBoa co caoBapém. IIpemnaraerca s mepeBojia TEKCT
o6bémMom 1200 3HaKOB TeXHHUYECKOW HampamieHHOCTH. Ha moarotoBky maércs 40

MHHYT. Pa3pemaercs ucnoiap30BaHue CI0Baps MPHU MOATOTOBKE.
HISTORY OF ROBOTICS

The concept of robots dates back to ancient times, when some myths told of mechanical
beings brought to life. Such automata also appeared in the clockwork figures of medieval churches,
and in the 18th century some clockmakers gained fame for the clever mechanical figures that they
constructed. Today the term automaton is usually applied to these handcrafted, mechanical (rather
than electromechanical) devices that imitate the motions of living creatures. Some of the «robots»
used in advertising and entertainment are actually automata, even with the addition of remote radio
control.

The term robot itself is derived from the Czech word robota, meaning «compulsory labour». It
was first used by the Czech novelist and playwright Karel Chapek, to describe a mechanical device
that looks like a human but, lacking human sensibility, can perform only automatic, mechanical
operations. Robots as they are known today do not only imitate human or other living forms. True
robots did not become possible, however, until the invention of the computer in the 1940s and the
miniaturization of computer parts. One of the first true robots was an experimental model designed
by researchers at the Stanford Research Institute in the late 1960s. It was capable of arranging
blocks into stacks through the use of a television camera as a visual sensor, processing this
information in a small computer.

Computers today are equipped with microprocessors that can handle the data being fed to
them by various sensors of the surrounding environment. Making use of the principle of feedback,
robots can change their operations to some degree in response to changes in that environment. The
commercial use of robots is spreading, with the increasing automation of factories, and they have
become essential to many laboratory procedures. Japan is the most advanced nation exploring robot
technology. Nowadays robots continue to expand their applications. The home-made robots
(ropuununas) available today may be one sign of the future
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Bomnpoc Ne3 — mepeBoa 0e3 cioBaps. I[lpenmaraercss nisi mepeBoja TEKCT
o0béMomM 2000 3HaKoOB OOIIEHAYyYHOU HampaBieHHOCTH. Ha moAroToBKy OTBOAMTCS

10 MuHYyT.

COMPUTERS
Computer is an electronic device that can receive a program (a set of instructions) and then carry
out this program by calculating numerical information.
The modern world of high technology is possible mainly due to the development of the computer.
Computers have opened up a new era in manufacturing by means of automation, and they have
enhanced modern communication systems.
Personal computers
Personal computers are also called microcomputers or home computer. The most compact are called
laptops. They are portable and work on built-in batteries.
Personal computers are designed for use at homes, schools, and offices. At home they can be used
for home management (balancing the family finances, for example) and for playing computer
games, watching films or listening to music. Schoolchildren can use computers for doing their
homework and many schools now have computers for independent learning and computer-literacy
studies. In the office personal computers may be used for word processing, bookkeeping, storage
and handling of necessary information.
Personal computers were made possible by two technical innovations in the field of
microelectronics: the integrated circuit, or 1C, which was developed in 1959 and the microprocessor
that first appeared in 1971. The IC permitted the miniaturization of computer-memory circuits, and
the microprocessor reduced the size of a computer's CPU to the size of a single silicon chip.
Because a CPU calculates, performs logical operations, contains operating instructions, and
manages data flows, a complete microcomputer as a separate system was designed and developed in
1974.
In 1981, IBM Company offered its own microcomputer model, the IBM PC that became a
necessary tool for almost every business. The PC's use of a 16-bit microprocessor initiated the
development of faster and more powerful personal computers, and its use of an operating system
that was available to all other computer makers led to a standardization of the industry.
In the mid-1980s, a number of other developments were especially important for the growth of
personal computers. One of these was the introduction of a powerful 32-bit CPU capable of running
advanced operating systems at high speeds.
Another innovation was the use of conventional operating systems, such as UNIX, OS/2 and
Windows. The Apple Macintosh computers were the first to allow the user to select icons —
graphic symbols of computer functions — from a display screen instead of typing commands. New
voice-controlled systems are now available, and users are able to use the words and syntax of
spoken language to operate their personal computers.

Bonpoc Ne4 — Gecena mo npoijiecHHbIM TeMaM.
Education System in Russia

Russia has a long-standing tradition in high-quality education for all citizens. Education is
split into a compulsory Basic Education, and Higher Education.

Basic general education lasts for nine years. Graduates of this level may continue their
education at senior high school to receive secondary general education. Secondary general
education continues for two years and ends when students are 17-18. Graduates from a secondary
general school may apply for entrance to a higher education institution.

Russia's higher education system started with the foundation of the universities in Moscow
and St. Petersburg in the middle of the 18th century. The system was constructed similar to that of
Germany.

The system of education in Russia began to change over the past four to five years.
Universities began transitioning to a system similar to that of Britain and the USA

There are two levels of higher education:



Basic higher education (4 years) leading to the Bachelor's degree, the first university level
degree. After two years, students are entitled to receive a Master's degree. After a Master's degree,
students can continue to study towards a doctoral degree.

The Bachelor's degree programmes include professional and special courses in Science, the
Humanities and Social-economic disciplines, professional training, completion of a research
paper/project and passing State final exams. Then students may apply to enter the Master's
programme.

Many Russian universities also offer distance education and provide courses for the public
and for specific professional needs. However, such systems are usually less developed than in the
US and other Western European countries.

The academic year lasts from Sept 1 to Mid June everywhere, with long summer vacations
from July 1st to Aug 31.

Higher Education in The U.K.

There are more than 60 universities in the U.K. The leading universities are Cambridge,
Oxford and London. English universities differ from each other in traditions, general organization,
internal government, etc. British universities are comparatively small, the approximate number is
about 7-8 thousand students. Most universities have under 3000 students, some even less than 1500
ones. London and Oxford universities are international, because people from many parts of the
world come to study at one of their colleges.

A university consists of a number of departments: art, law, music, economy, education,
medicine, engineering, etc.

After three years of study a student may proceed to a Bachelor's degree, and later to the
degrees of Master and Doctor. Besides universities there are at present in Britain 300 technical
colleges, providing part-time and full-time education.

The organization system of Oxford and Cambridge differs from that of all other universities
and colleges. Part of the teaching is by means of lectures organized by the university. Teaching is
also carried out by tutorial system. This is the system of individual tuitio organized by the colleges.
Each student goes to his tutor's room once a week to read and discuss an essay which the student
has prepared.

Some students get scholarship but the number of these students is comparatively small.
There are many societies and clubs at Cambridge and Oxford.

It should be mentioned that not many children from the working-class families are able to
receive the higher education as the fees are very high. Besides that special fees are taken for books,
for laboratory works, exams and so on.

0) KpuTepuM OLEHMBAHUS KOMIIeTeHU U (Pe3yJbTATOB)

1) YpoBeHb ycBOoeHUSI MaTepuana, MpeayCMOTPEHHOTO IPOrpaMMON.

2) VYMeHHMe aHalWM3UpOBaTh MaTepuali, yCTaHABIMUBaTh MNPUYUHHO-
CJIE/ICTBEHHBIE CBSI3U.

3) OtBeThl Ha BOIMPOCHI: MOJHOTA, APTYMEHTHUPOBAHHOCTb, YOEKIEHHOCTD,
YMEHHE.

4) KauectBo oTBeTa (ero oOIas KOMIIO3HIHS, JOTUYHOCTh, YOEXKICHHOCTD,
o01mast SpyauIus).

5) Ucnonp3oBaHue JOMOJHUTEIBHOM JIUTEPATYPHI MPU MOATOTOBKE OTBETOB.

B) Illkana ouneHuBaHusA a9 OQOPMJIEHHSI HMTOrOBOM OLEHKH 110
AUCHUILINHE



Ouenka OnpenesieHne OlleHKH

OTanvHO OTau4yHOE€ TOHUMAaHWE TWPEJIMETa, BCECTOPOHHHE
3HAHUS, OTJIIMYHbIC YMEHUS U BIIAJICHUS
Xopouo JloctaroyHO  MOJHOE  NOHUMAHHWE  IPEIMETA,

XOpoUmure 3HaHus, YMCHUA U BJIAJACHUSA

Y 10BIIETBOPUTEIBHO [Ipuemnemoe MMOHUMAaHUE npeaMera,
YIOBJIETBOPUTEIIHHBIC 3HAHUS, YMEHUS U BIIAJICHUS
HeynosnerBopurensHo Pesynbratet 00y4yeHus HE COOTBETCTBYIOT
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